
Quick Login Disclosure 
 
You can choose to sign on to the  Mobile App by using quick login. Once quick login is enabled anyone with the 4-
digit pin and/or finger print stored on your device will have access to your account. Your PIN or other login credentials 
(e.g. Apple Touch ID) may be stored on your device if you enable quick login.    
 
Quick login is designed to be secure.  However, we do not recommend using quick login if you share your device 
passcode with others or do not have a passcode enabled.  Anyone who has access to your device may be able to 
access your PIN or other credentials, or be able to authorize additional credentials on your device.  Once added 
those credentials could be used to access your financial information. By accepting you acknowledge the risks 
involved if you share your device or passcodes with others. 
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